
 

Notice of Privacy Practices 
THIS NOTICE DESCRIBES HOW MEDICAL INFORMATION ABOUT YOU MAY BE USED AND DISCLOSED AND 
HOW YOU CAN GET ACCESS TO THIS INFORMATION. PLEASE REVIEW IT CAREFULLY. 

 

Memphis Radiological, PC is required to provide you with information regarding the ways Memphis 
Radiological, PC uses and discloses your health information, called protected health information (“PHI”) and 
to provide you with this Notice that sets forth our legal duties and privacy practices with respect to 
information we collect and maintain about you and your rights and our duties regarding the use and 
disclosure of your PHI. We abide by the terms of this Notice and will not use or disclose your health 
information without your authorization, except as described in this Notice. We reserve the right to change 
our practices and will provide you with a copy of the revised notice if we choose to do so. When we use the 
word “we” or “MRPC” we mean all the medical professionals and other persons/companies who assist us 
with your treatment, payment or our business as a health care provider. 

 

HOW WE MAY USE AND DISCLOSE YOUR PROTECTED HEALTH INFORMATION 

The following sections explain how we may use or disclose your PHI. Some of the uses and disclosures 
described may be limited or restricted by state laws or other legal requirements not listed. 

 

For Treatment. Memphis Radiological, PC will use your PHI to provide medical treatment or services to you. 
An example is the information obtained by a nurse or a physician that will be recorded in your medical 
record. This information will be used by members of the healthcare team or may be shared with another 
physician who treats you to determine treatment and response for medical intervention. This information 
may also be used and disclosed to coordinate or manage your care. 

 

For Payment. We may use or disclose your PHI in order to bill or collect payment for the services we provide 
to you from you, an insurance company or another company or person. This may include giving your 
insurance company (e.g., Medicare, Medicaid, any other government or private payor or insurance company) 
information about services you received so your insurance company will pay us for the services. This may also 
include telling your insurance company about a treatment you are going to receive to determine whether 
you are eligible for coverage or to obtain prior approval from the company to cover payment for the 
treatment. Additionally, this may include disclosing appropriate medical billing information to a collection 
agency should efforts to collect from your insurance company or yourself become unproductive. We file 
insurance as a courtesy for patients, but the responsibility for payment is with the patient or the responsible 
party-as they are the policyholder. 

 

For Health Care Operations. We may use and disclose your PHI in order to operate our practice. For example, 
we may use your PHI to manage your treatment and the services provided to you. Our uses and disclosure 



may include, but are not limited to, the following: (1) conducting quality or patient safety activities, case 
management and care coordination; (2) reviewing health care professionals' backgrounds, training programs; 
performing accreditation, licensing, or credentialing activities; (3) conducting or arranging for medical review, 
legal services,  and  auditing  functions;  (4)  business  planning,  development,  and management activities; 
sale, transfer or combine of all or part of MRPC; and (5) creating and using de-identified health information 
or a limited data set. 

 

Individuals Involved in Your Care or Payment for Your Care. Unless you notify us that you object, we may use 
or disclose your PHI to notify or assist in notifying a family member, personal representative, or another 
person responsible for your care of your location or general condition. We may release your PHI if you 
become incapacitated to the person you named in your Durable Power of Attorney for Health Care (if you 
have one), or otherwise to a friend or family member who is your personal representative (as defined by 
law). We may give certain PHI to someone who helps pay for your care. In addition, we may disclose your PHI 
to an entity assisting in disaster relief efforts so that your family can be notified about your condition. 

 

As Required by Law. We may use or disclose PHI about you when required to do so by federal, state or local 
law. We may also disclose PHI about you as required to comply with court orders, discovery requests or other 
legal process in the course of a judicial or administrative proceeding. 

 

Law Enforcement. We may disclose PHI about you to law enforcement officials, when permitted or required 
by law. 

 

For Public Health Activities. We may disclose PHI about you to government officials in charge of collecting 
information about reportable diseases or for other public health activities. 

 

For Health Oversight Activities. We may disclose your PHI for oversight activities such as governmental 
oversight, licensure, auditing or other similar purposes. 

Health Information Exchange. After you receive care, we may release your medical records or other 
information about you to a Health Information Exchange (called "HIE"). An HIE is a secure electronic system 
that helps health care providers and entities such as health plans and insurers manage care and treat 
patients. We may send your health information to the EPIC Care Everywhere, EpicCare Link, CommonWell, 
Mississippi HIE, CareQuality and other HIEs we choose to participate in, which help make your PHI available 
to other healthcare providers who may need access to it in order to provide care or treatment to you. HIEs 
may also perform other functions on our behalf in support of our operations. 

 

For Research Purposes. In certain circumstances, we may use or disclose PHI in order to conduct medical 
research. We will almost always ask for your specific permission if the researcher has access to your name, 
address or other information that reveals who you are. However, the law allows some research to be done 
using your PHI without requiring your written approval. 

 

For Public Safety. If necessary, we may disclose your PHI to prevent or lessen a serious threat to the health or 
safety of any person or the public. 



 

To Address Public Health Risks. We may disclose your PHI (and certain test results) for public health purposes. 

Government Functions. If you are a member of the armed forces, we may disclose PHI about you as required 
by military command authorities. We may disclose PHI about you to authorized federal officials for 
intelligence, counterintelligence, protection of the President, other persons or foreign heads of state and 
other national security activities authorized by law. Workers’ Compensation. We may disclose health 
information to the extent authorized by and to the extent necessary to comply with laws relating to workers 
compensation or other similar programs established by law. 

 

Organ and Tissue Donation. If you are an organ donor or potential recipient, we may disclose PHI about you 
to organizations that handle organ procurement or organ, eye or tissue transplantation or to an organ 
donation bank, as necessary to facilitate organ or tissue donation and transplantation and consistent with 
applicable law. 

 

Medical Examiners and Funeral Directors. We may disclose PHI about you to a coroner or medical examiner. 
This may be necessary, for example, to identify a deceased person or to determine the cause of death. 

Inmates. We may disclose PHI of an inmate or other person when required by a correction institution or law 
enforcement official for health, safety and security purposes. 

Business Associates. We contract with vendors and service providers, called business associates, to perform 
on our behalf or assist us in the performance of functions or activities involving the use or disclosure of PHI. 
By law and under the terms of our contracts, our business associates are required to safeguard and protect 
your PHI. 

 

Special Categories of Information. In some circumstances, your PHI  may be subject to restrictions that may 
limit or preclude some uses or disclosures described in this Notice. For example, there are special restrictions 
on the use or disclosure of certain categories of information — e.g., tests for HIV or treatment for mental 
health conditions or alcohol and drug abuse. Government health benefit programs may also limit the 
disclosure of beneficiary information for purposes unrelated to the program. 

If we receive substance use disorder records from a 42 CFR Part 2 program under a general consent for 
treatment, payment, or health care operations, we may use and disclose those records for those purposes as 
described in this Notice. If we receive such records under a specific consent or pursuant to a qualified service 
organization (QSO) agreement, we will use and disclose them only as permitted by that consent or QSO 
agreement.  We will not use or disclose Part 2 records in legal proceedings against you without your consent 
or a court order with notice. 

 

AUTHORIZATION 

Other uses and disclosures of your PHI not described in this Notice will be made only with your written 
authorization. Uses and disclosures that require your authorization include any sale of your PHI and use or 
disclosure of your PHI for paid marketing purposes. If you authorize us to use or disclose your PHI for a 
purpose not described in this Notice, you may revoke the authorization in writing at any time, except to the 
extent your PHI has already been disclosed under the authorization. 

 



YOUR HEALTH INFORMATION RIGHTS 

The Right to Inspect and Copy. You have the right to inspect and obtain a copy of your PHI that we use to 
make decisions about your care or payment for your care, including in some cases an electronic copy, by 
requesting access in writing. We will charge $.25 per page for paper copies. We may also charge reasonable 
fees for the labor and supplies to create an electronic copy, if requested. In limited situations MRPC may 
deny this request.  If you are denied the right to see or copy your information, you may ask us to reconsider 
our decision. Depending on the reason for the decision, we may ask a licensed health care professional to 
review your request and its denial. We will comply with this person’s decision. 

 

Right to Request Corrections. You may request in writing that we amend your PHI if you feel that information 
we have is incorrect or incomplete. You must provide a reason to support your requested amendment. We 
will tell you if we cannot fulfill your request. We are not required to make your requested amendment in all 
cases, but you may ask that we include your request to amend when we disclose your information in the 
future. 

 

Right to an Accounting of Disclosures. You may request in writing that we provide a list accounting for how 
we have shared your PHI in the six (6) years prior to the date of your request. This accounting will not include 
disclosures we have made for treatment, payment, our health care operations, certain disclosures required 
by law or as specifically authorized by you. 

 

Right to Request Restrictions on Disclosure. You may request in writing that we not use or disclose your 
information for treatment, payment and administrative purposes except when specifically authorized by you, 
when required by law, or in emergency circumstances. You also may request that your health information not 
be disclosed to family members or friends who may be involved in your care. You must state the specific 
restriction requested and to whom you want the restriction to apply. This office is not required by law to 
agree to a restriction that you may request, except that we must agree to restrict disclosures of your PHI to 
your health insurer about a service or services for which you have paid us out of pocket in full. If we do agree 
to a request for restriction, we will comply with your request unless the information is needed to provide you 
with emergency treatment or to make a disclosure that is required under law.  

 

Right to Request Confidential Communications. You may also request that we communicate with you about 
your health care using a certain means or at a certain location, such as a specific mailing address. Your 
request must be made in writing. 

 

Right to Notification of a Breach. We are required to notify you of any breach of your unsecured protected 
health information that we discover. 

 

Right to a Paper Copy of this Notice. You have the right to obtain a paper copy of this Notice from us, upon 
request, even if you have agreed to accept this Notice electronically. This Notice may be changed at any time. 

 

CHANGES TO THIS NOTICE 



We reserve the right to change this Notice at any time. We reserve the right to make the revised or changed 
Notice effective for PHI we already have about you, as well as for any information we receive in the future. 
We will post the current Notice on our website. 

 

TELEPHONE CONTACT, MESSAGES AND EMAIL 

From time to time, Memphis Radiological, PC may need to contact you regarding the treatment we provide 
to you. If contacting you by telephone, we may leave a voicemail or message if you have given us permission 
to do so on the form you sign acknowledging receipt of this Notice. We may also use email to contact you if 
you have given permission on the acknowledgment form. 

 

FOR MORE INFORMATION 

If you have questions or would like additional information, please contact our Privacy Officer at (901) 683-
1890. If you believe your privacy rights have been violated, you can file a complaint with our office. 

 
Complaints may be addressed to:    
Kim Asher, Privacy Officer 
6401 Poplar Ave Ste 220 
Memphis, Tn. 38119 
901-685-2696 
asherk@medrad.net 
 

You may also file a complaint with the Secretary of the U.S. Department of Health and Human Services. 
Generally, a complaint must be filed with HHS within 180 days after the act or omission occurred, or within 
180 days of when you knew or should have known of the action or omission. There will be no retaliation 
against you for filing a complaint. 

 

EFFECTIVE DATE: This Revised Notice is effective September 23, 2013 

DATE OF LAST REVISION: February 4, 2026 
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